Network security would benefit from technology such as Intrusion Prevention Systems (IPS). IPS supports mitigating threats placed upon the network, notwithstanding monitoring traffic and making critical decisions whether to drop packets, block/reset connections, and raise alarms for malicious activity detection to an administrator (Abdulhak, 2021). This can be crucial against a Distributed Denial of Service (DDoS) attack, severely limiting a company's and end-users operations, as in the NZ stock exchange case (Casey, 2020). Despite the valuable technology, IPS are costly to implement and can cause a cumbersome workload for administrators due to false positive and false negative alerts. Additionally, threat actors can evade detection with robust techniques (Kılıç et al., 2019). Abdulhak (2021) also highlighted that such systems could reduce network performance due to deep packet inspection. Next-Generation Firewalls can utilise IPS effectively by incorporating its technology (Balakrishnan, 2021) which can offer a well rounded technological solution.

Packet filtering firewalls have importance as a starting point in network security which aims to protect and determine the protection of the network behind the firewall (Geiger, 2021). The benefit of the technology is that it is low development cost and almost transparent, suggesting users are alerted it is in operation when a packet is rejected through malicious activity detection. In some cases, attackers may access services on firewall servers due to their stateless approach with information not recorded from previous sessions and limited detection alerts (Wool, 2006). This technology offers little evaluative scrutiny of traffic with fewer processing times. The payload is not inspected; the risk is elevated as decisions are not made based on the packet's content, and harmful traffic could pass through the firewall. Still, it provides high-speed performance whilst rules can be implemented centrally to provide an explicit and straightforward method. (Romanofski, 2002).
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